PennConnect 2010

Click **START**
TO INSTALL PENN
SUPPORTED APPLICATIONS

Click **CUSTOM**
TO CHOOSE APPLICATIONS
TO INSTALL
PennConnect 2010 - Mac OS - Spring

Adium 1.3.8
Adobe Reader 9.2
dataComet-Secure 10.2+
Fetch 5.5.3+
Firefox 3.5.5
Kerberos for Macintosh 5.3
Internet Connect 1.2*
Norton AntiVirus 11.0.3
Thunderbird 2.0.0.23

chat
PDF reader
VT100, SSH, tn3270
file transfer
web browser (includes Flash Player 10)
security
wireless configuration
antivirus
email

+ not installed by default
* for users of Mac OS 10.4.x only

Media players such as QuickTime, RealPlayer, and Windows Media Player are not included on this disc. To install these applications, visit the Supported Media Players web page at:
http://www.upenn.edu/computing/product/specs/mediaplayers.html
**PennKey**: PennKey provides students, faculty, and staff with a secure means of authenticating to Penn's myriad of electronic services: [http://www.upenn.edu/computing/pennkey/](http://www.upenn.edu/computing/pennkey/)

**Viruses and worms**: PennConnect includes a site-licensed copy of NortonAntiVirus/Symantec Endpoint Protection. In addition, Penn provides a virus information page to help you protect your computer and your data from the latest viruses: [http://www.upenn.edu/computing/virus/](http://www.upenn.edu/computing/virus/)

**Security patches**: Keep your Windows and Mac OS computers updated with current security patches by visiting [http://windowsupdate.microsoft.com](http://windowsupdate.microsoft.com) or by running Apple’s Software Update on a weekly basis. Students can also subscribe to the campus WAUS service which will automatically update Windows machines any time a new patch is available. Learn more about this service by visiting: [http://www.upenn.edu/computing/waus/](http://www.upenn.edu/computing/waus/)

**To keep up-to-date with campus-wide security changes visit**: [http://www.upenn.edu/computing/security/](http://www.upenn.edu/computing/security/)
As part of the University’s sustainability efforts, information technology organizations across the University are investigating sustainability issues related to IT.

All new desktop and laptop hardware from all three of the University’s preferred providers (Apple, Dell, and Lenovo) now meet RoHS (Restriction of Hazardous Substances Directive) standards—we benefit from their international presence since RoHS took effect in the European Union in July 2006.

Learn more about sustainability, and how you can contribute to Penn’s Green IT efforts, by visiting the link below.

The Green IT web site at Penn
http://www.upenn.edu/computing/greenit/
Before we begin, please tell us your primary affiliation:

Student

Faculty or Staff
PennConnect 2010

PennConnect is not certified to work on your computer’s current operating system. Older operating systems are less secure and are no longer being updated/patched in response to new threats, so you are strongly encouraged to upgrade to a new system.

For users that have no choice but to continue to use an unsupported operating system, antivirus software is available from the Virus Information Page at http://www.upenn.edu/computing/virus.
Now please tell us where you live.

- College House
- Greek House with PennNet Service (wired or wireless)
- Greek House without PennNet Service
- Sansom Place East or West
- Off Campus
You indicated that you are a student located in a College House. If this information is incorrect, please select the Back button to change your selections. Otherwise, select Forward to continue.
Throughout the course of PennConnect installation, you’ll learn about some of the steps you and Penn will be taking to maintain safe computing standards. What you learn about will depend upon how your system is configured and can include the following:

- Network Registration (NetReg)
- Firewalls
- Copyright infringement
- Antispyware/Antivirus software
NETREG

To help maintain the security of Penn’s network, you’ll need to register your computer in a network database.

The registration process called Netreg is initiated the first time you launch a web browser from a wired port. It’s quick, it’s easy, and it’s a necessary step to getting a network connection.
Please wait while Penn’s Application installer starts...

After the installer is finished, please select Forward to continue.
ACCEPTABLE USE POLICY

Summary

This policy defines the boundaries of acceptable use of limited University electronic resources, including computers, networks, electronic mail services and electronic information sources, as detailed below. It includes by reference a self-contained compilation of specific rules that can be modified as the electronic information environment evolves.

The policy is based on the principle that the electronic information environment is provided to support University business and its mission of education, research and service. Other uses are secondary. Uses that threaten the integrity of the system; the function of non-University equipment that can be accessed through the system; the privacy or actual or perceived safety of others; or that are otherwise illegal are forbidden.

By using University electronic information systems you assume personal responsibility for their appropriate use and agree to comply with this policy and other applicable University policies, as well as City, State and Federal laws and regulations, as detailed below.

The policy defines penalties for infractions, up to and including loss of system access, employment termination or expulsion. In addition some activities may lead to risk of legal liability, both civil and criminal. Users of electronic information systems are urged in their own interest to review and understand the contents of this policy.

GO BACK  I HAVE READ THE POLICY  Quit